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WISEsecure
New Application Preview

Starting in April, WISEsecure is taking over as the new application for application security
management (ASM). Security administrators can use WISEsecure to easily review application
access requests, grant user roles for applications, offboard users, and manage which email
address domains are able to log into WISE applications.

Here’s a brief tour of what WISEsecure will look like and how it works. As WISEsecure is still in
development, please note that images below are subject to change.

Manage Security

The fastest way to assign roles to individual users is the Manage Security page. On the
Manage Security page, you can select which application to add or remove user roles for by
clicking its name, or search for an application in the search bar.

WISEsecure Manage Security ~ PendingAccess @)  Offboard Users  Email Domain Restriction  ACCESS Viewer Welcome

[ School District - | / Manage Security

Application

CTE Technical Incentive Grant  CTE Technical Incentive Grant
CTEskills CTEskills

Early College Credit Program  Early College Credit Program

Ed-Fi Credential  This system provides the ability for a school district or Choice school to subscribe to a SIS vendor resulting in the creation of credentials
specific to that SIS and school district / Choice school for the purpose of sending data from the SIS to DPI via the EA-Fi AP|

IEP: Postsecondary Transition Plan  An application that guides authorized IEP team members through the postsecondary transition requirements (form 1-8) by responding to a
(PTP)  series of inquiries and questions:

School Directory  This application allows users to view and update the district and school universe which all major DPI applications use. The data appears in
DPI's school directories

SE1PCT SE1PCT

Secure Access File Exchange (SAFE)  An application that allows authorized users to access confidential PDF and Excel files. During the pilot process, only reports and data for
student growth percentiles will be available

Secure Access File Exchange - Staff Secure Access File Exchange - Staff

Special Ed Portal - Preschool Transition Special Ed Portal - Preschool Transition

Special Ed Portal - Pupil Non  Special Ed Portal - Pupil Non Discrimination
Discrimination

Once you select an application, you'll see users who have user roles assigned for that
application. To add a new user, click Assign User. You can also assign someone to be able to
assign access to the application by clicking Assign/View App Admin. To remove a user's
access to an application, click the user’s row, then click Remove.



School Disrict - |
WISEdata Portal User Role Assignments(Add / Remove access / roles for the users):
Organization
o Search User Cthers who may assign access for WISEdata Portal
First Name Last Name Email Role District/School
a Joe @dpi.wi.gov Agency Districtwide
Role School
Agency All Schools \ Remove |
> Jeft (@archy.tech Agency Districtwide

After you click Assign User, the Assign Roles for Users window appears. Here, you can
search for users by email or by name and assign them specific roles.

Assign Roles for Users - WISEdata Portal

User Lookup From: ~ WAMS v| WISE ID To modify lookup details please Click here.
WAMS optional when ... Read more

Email First Name Last Name
First Name Last Name Email WISEid Sources User Accounts
Role:
Name Role Desc
Agency Agency
Agency Read Agency Read

Add & Continue Add & Close Clear Cancel

Once you've selected a role, click Add & Continue to save the change and keep the window
open, or Add & Close to save the change and close the window.



Managing Access Requests

On the Pending Access page, you can see users who have requested access to applications.
From there, you can review those requests and either grant access or deny the request with an
optional comment for explanation.

"'.9 WISEsecure Manage Security Pending Access g Offboard Users Email Domain Restriction ~ Access Viewer Welcome:
[ School District - Review Access Requests
Requested By: DPltest WISEdata Requested Date: 02/18/2020 Email: @outlook.com
Application Name Agency Name Access Role Comments
Tuition Waiver Parent School District D

dministrator

WISEgrants School District Pending 22 Select v

Save Changes [eENI:]

Offboard Users

If a user leaves your organization or no longer needs access to WISE applications, you can use
the Offboard Users page to remove that user’s access to applications. You can search for
users by email or name, then review their access to applications. Click Revoke All Access to
fully offboard the user and remove their access to WISE applications.

Offboard User (Remove Access)

User Name: Qrganization: School District
Application Role Agency
School Directory Directory Update Adams-Friendship Area
Secure Access File Exchange (SAFE) ACT NCRC WorkKeys Adams-Friendship Area
Tuition Waiver Parent District Administrator Adams-Friendship Area

Cancel Revoke All Access




Email Domain Restrictions
On the Email Domain Restrictions page, you can specify which email domains (such as
“@dpi.wi.gov”) can be used to request access to and log into WISE applications.

Manage Security  Pending Acces: Offboard Use Email Domain Restriction  Access Viewer Welcome

l School District - Register Organization’s Email Domains

Email Demain

* Clear

WISE ID email will be validated with below registered domains for your organizations in future

Domain Y Added by Y Modified Date b
@dpi.wi.gov WISEdata, DPltest 2/19/2020
@gmail.com WISEdata, DPltest 3/9/2020

User Lookup From:
~ WISEID

Enables user lockup from WISE ID systems. WAMS optional when your district already operates within Google Domain e.g., you are able to
log in to your district applications or access google drive using a district-assigned Google account. Click here for more details.

v~ WAMS
Enables user lookup from WAMS. In order to access WISE Secure Applications, user need a personal WAMS 1D.




